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Abstract: Blockchain, a distributed tabulation system, rose to fame as the 

foundation of the Bitcoin currency. In terms of exploration and operationally 

successful businesses, it has experienced tremendous expansion throughout the years. 

Blockchain technology, which is decentralized and uses encryption as its foundation, 

can elegantly solve the difficult Generals Problem. For applications that require 

decentralized agreements among untrusted peers without the use of a centralized 

authority, it is therefore a solid option. The Internet of effects, a technical paradigm in 

which various little biases, such as detectors, actual bluffs, and RFID tags, are 

connected by a common dispatching medium, makes it possible for a whole new range 

of activities and operations. 
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I. Introduction 

A blockchain is a cryptographically linked list of records that maintains an 

exhaustively empirical census without the need for a central authority. Because of its 

improvements over traditional designs, academics have been encouraged to adapt it to 

domains that emphasize security. The decentralized architecture, critical secrecy, 

rigidity, trust, security, autonomy, integrity, and scalability of this novel architecture 

are its key benefits. Smart Contracts for relationships between the Blockchain and third 

parties are supported by several legal cases. 

A notable use case for Blockchain technology is the Internet of Things (IoT), 

which has grown quickly in recent years despite the security measures often being 

minimal owing to budget constraints. There are several reasons why IoT networks are 

exposed to external attacks, some of which are outlined in [1]. They usually use 

different wireless communication protocols to connect to a gateway, which makes 

eavesdropping fairly simple, and they typically have little computing power, making it 

http://sjifactor.com/passport.php?id=22323
https://t.me/openidea_uz
mailto:mr.madiyar95@gmail.com


Innovative Development in Educational Activities     ISSN: 2181-3523    VOLUME 2 | ISSUE 11 | 2023  

 

        Scientific Journal  Impact Factor (SJIF): 5.938         http://sjifactor.com/passport.php?id=22323  

 

   

https://t.me/openidea_uz                     Multidisciplinary Scientific Journal                         June, 2023 250 

 

challenging to deploy extensive security measures on an individual device basis. 

Furthermore, while personal prejudices are typically protected, it is straightforward to 

physically access them. 

The basic security advantages of using a Blockchain architecture in IoT 

ecosystems, and particularly in smart home installations, are covered in this essay. 

Additional use cases to improve IoT installation security are described, and the key 

advantages of incorporating a blockchain into such systems are examined.  

II. RELATED WORK 

In contrast to IoT networks, which have highly centralized architectures for 

regulating device data, the new Blockchain distributed ledger technology provides 

major built-in security advantages. [2] conducts research on the use of blockchain 

technology in the IoT space to encourage resource sharing and automate a variety of 

arduous tasks in a secure manner. The blockchain-IoT combo is powerful, the authors’ 

findings show, and it may pave the way for fresh business ideas and distributed 

applications. Additionally, [3] reviewed pertinent studies and works produced for 

Blockchain applications in IoT. Numerous research studies [4-6] using Blockchain 

architecture to manage data storage were included in the paper. In order to ensure the 

security and integrity of their connection, data exchanged between IoT devices is 

always recorded as unique transactions inside the Blockchain and subsequently 

distributed among the nodes. 

Nearly all relevant research works leverage blockchain technology as a data 

storage management solution by utilizing the underlying architecture that enables 

decentralization, resilience, trust, security, scalability, autonomy, and integrity. This 

study offers additional use cases for enhancing IoT smart home security, particularly 

in respect to how they interact with caregivers and other external parties. 

III. IOT ENVIRONMENT SECURITY  

An IoT installation is made up of networked, unrelated devices that communicate 

with the gateway, network peers, or other connected devices to exchange private user 

information. There are several configurations and deployment techniques available for 

contemporary IoT systems. Decentralized deployment, high connection, variety, and 

diversity raise several security and sequestration issues. Flexibility, sequestration, 

identity management, network security, and trust are the five categories into which they 

may be separated. The conditions for resolvable network security are confidentiality, 

integrity, authenticity, and vacuity. The many identity operation scenarios include 

authentication, authorisation, responsibility, and cancellation. The sequestration 

prerequisites are satisfied, including data sequestration, anonymity, pseudonymity, and 
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unlikability. Device, reality, and data trust are the three types of prerequisites for trust. 

The prerequisites for adaptability are ultimately resolved by robustness against assaults 

and adaptability against failures [7]. 

Blockchain component for IoT 

A Blockchain element and a risk assessment tool may be included into the core of 

IoT installations to offer a brand-new degree of security. By decentralizing and 

mirroring reliable viewpoints on the Blockchain network, it can protect the integrity of 

such a medium. Additionally, the Blockchain component may be used to record data 

overflow that occurs between IoT bias and the IoT gateway. Depending on the 

specified filtering criteria, the collected data flows can reflect some or all of the 

modified dispatches; these can then be preserved as deals and broadcast to the 

Blockchain distributed tally. 

Possible Blockchain boost commerce in smart houses is depicted in Fig. 1. How 

each smart home’s IoT bias communicates with an IoT gateway and modifies data 

overflow is depicted in the Figure. The gateway may act as both a gateway and a 

Blockchain bump if it has enough processing power or doubles as a light Blockchain 

bump. In this alternative script, it’s crucial to employ fresh, complete Blockchain 

bumps that may be disseminated or centralized across the bases of all smart houses. To 

broadcast these transactions and employ these bumps as miners to reach consensus in 

transaction confirmation situations, the distributed Blockchain ecosystem of smart 

homes may be leveraged. 

IV. Using blockchain to improve security and privacy in smart homes   

The many methods an IoT device network may leverage Blockchain technology 

to address the security and segregation requirements of a smart home environment are 

described in this Section.  
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Fig. 1. Blockchain nodes interaction 
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There are a number of commonly used techniques that can aid with some of the 

flexibility needs of IoT systems, including intrusion discovery, monitoring, and the 

discussion of system events. This enables and facilitates efforts to connect [8] and 

circumvent system security without authorisation. The two primary approaches to 

intrusion discovery algorithms are anomaly discovery grounded (where network 

activity is continuously monitored and compared against an established baseline of 

normal business profile) and signature discovery grounded (where a repository of 

signatures describing particular security pitfalls is maintained) [9]. However, both 

solutions need a lot of resources, making it hard to use them with IoT bias’s extremely 

low computing power. 

High-processing Blockchain bumps might act as the IoT network’s foundation. In 

addition to correlating and recording deals in line with the accepted Blockchain 

protocol, these bumps are also utilizing their processing power to run intrusion-

detection algorithms. The public tally syncs across all gateway bumps and holds a list 

of all transactions in the network in chronological order, allowing the intrusion 

detection algorithms to run concurrently and expediting their procedure. 

The system’s overall energy consumption is directly impacted by the deployment 

of Blockchain surges with high processing power to increase IoT installation 

flexibility. However, the energy surge may be controlled if a mining method with a 

lower difficulty is adopted, and just a few Blockchain spikes are used. Both of these 

safeguards are applicable for a private Blockchain network where access to 

unauthorized drug users is forbidden. 

Identity Control 

Device authentication is a method for meeting the IoT environment’s identity 

operation need. To prevent the installation of illegal or unsecured bias, the Internet of 

Things (IoT) network must be connected to a reliable bias source. Due to the 

decentralized nature of IoT installations and the absence of robust authentication 

procedures in IoT gateways, its enforcement is difficult. The original whitelist created 

by the Knowledge Base contains a selection of IP addresses that have been deemed 

safe. The threat of machine-verified bias on the network and the direct end-stoner 

installations through the Control and Examiner sub-caste cause this list to grow over 

time. 

The blacklist itself is made up of IP addresses that the threat machine identified 

as potentially harmful after comparing network activities on a device with user profiles 

that may be accessed through a Contextual Profiling subclass. In order to update the 
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blacklist based on the most recent intelligence, the Threat Machine and the Knowledge 

Base can also interact. 

The whitelist and blacklist are both retrieved from the threat machine via the 

pertinent calls for each Smart Contract that needs them. A static list of IP addresses 

with a limited lifespan is hard-enciphered in a smart contract in the event that the lists 

aren’t accessible. After such a Contract expires, a new bone is placed with a condensed 

list to stop any more bumps that were marked as potentially harmful. a similar 

infrastructure built on Blockchain and Smart Contracts for a collaborative DDoS 

mitigation method that employs IP address blocking to halt suspicious traffic, as 

detailed in [10]. 

Network Security 

IoT bias’s firmware has a major role on how it functions. A device’s firmware can 

be upgraded after it is put to use to fix bugs, improve stability, or add new features. But 

at the same time, if a cunning stoner [11] successfully hijacks the upgrade procedure, 

the network’s security may be at risk. A skilled bushwhacker can disable the 

streamlining firmware and replace it with a risky interpretation that makes the device 

operate in an unpredictable manner because many of these biases are always-on, have 

limited processing power, and the device manufacturers are reluctant to increase their 

security due to cost considerations. 

IoT bias firmware attacks have been well studied. [12] illustrates how the 

firmware verification procedure may be evaded since the tackling structure of the Nest 

thermostat offers no resistance. According to a security study of IoT biases done in 

[13], attacks can target both consumer and artificial IoT biases. Furthermore, [14] 

showed that it is simple to prevent Philips Hue lights from updating their firmware by 

connecting infected bulbs to the network, using the universal AES-CCM key that 

Philips uses to encrypt and authenticate new firmware to carry out a side-channel 

attack, and taking advantage of flaws in the Touchline section of the ZigBee Light Link 

protocol. 

IoT networks can employ a revolutionary firmware updating method built on the 

Blockchain network. By doing this, it will be feasible to securely evaluate the 

firmware’s correctness and interpretation and make sure that all of the network’s nodes 

have the most recent firmware installed. 

Trust 

Each IoT device could be given a unique identification ID number. The "Entity 

ID" of the device and the "Stoner ID" of the smart home stoner are used in a smart 
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contract to create the ID. For WiFi or Zigbee-capable devices, the "Entity ID" is the 

MAC address; for Bluetooth-capable devices, it is the Bluetooth Device Address; and 

for Z-Wave devices, it is the Network ID/Node ID brace. The "Entity ID" is defined 

by the underlying protocol of each device. This technique is open to the general public 

as a Smart Contract on the Blockchain network, and it is centrally administered by an 

authorized stoner similar to a network director. 

The benefit of understanding a device’s structure’s exact condition overcomes the 

fact that registering it adds a new complexity subcaste to the IoT armature. 

Furthermore, biases may be managed both individually and collectively since they are 

interconnected. Eventually, by restricting connectivity to authorized bias, the network 

may be managed more easily and securely. 

From the bottom up, blockchain networks are built on a flimsy evidence base of 

all recorded transactions, including any data that has been corrupted by human 

prejudice [15]. Smart contracts may be utilized in this kind of network to carry out any 

communication across biases and record those records as records in a public tally. In 

order to demonstrate that these recordings originated from each matching device and 

to prevent other implied threats like deputy or man-in-the-middle attacks and renewal 

attacks, the network cryptographically signs these recordings and authenticates the 

signatures [16]. 

There is often little motivation for lone drug users to improve security after release 

by simplifying device firmware or swapping out risky and susceptible bias with safer 

druthers on a previously released IoT system. A virtual currency may thus be used as 

a consequence. By assigning varying charges to specific biases based on threat 

assessments from prior tasks or on vulnerabilities that are known to exist, the use of a 

virtual currency aims to strengthen network security. Drug users also have to pay a 

large virtual cost to compensate for the diminished secure bias. Virtual currency may 

be used on a network in a manner similar to how actual currency can be used on a 

device [17]. 

It is critical to inform the participating users of the network’s operating tenets and 

request their agreement in order for an IoT device network to operate. Digital 

signatures can be used to complete a Form of Consent. The signature is completed 

whenever the rules are altered and whenever a user joins to the network for the first 

time. Only once users have signed the most current Form of Consent  are their IoT 

devices allowed to use the network [18–20]. 

The following method is used to digitally sign the Form of Consent: 
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 After receiving the request for an external connection, the blockchain service 

asks the user to electronically subscribe to or accept a Form of concurrence via a Smart 

Contract. 

 Once the stoner signs the paperwork, the transaction is officially registered. 

 The remaining decentralized bumps will ultimately infiltrate the block that is 

hosting the sale and booby-trap it. 

Privacy 

Smart home IoT devices routinely store sensitive personal data about their users. 

A system for managing permits must be devised as a result. As a result, before any 

IoT device in the user’s smart home may share data with third parties, the user must 

approve permission. Using a smart contract, this access may be granted or revoked 

with the following inputs: 

 Device ID. There is a unique identification number for the bias in a drug user’s 

smart home network. 

 A third party’s ID. This unique code serves as a portal to a new universe. 

 State. This field, which might take on the values "entitlement" or "drop," 

indicates the status of data access.  

 A deadline. It is possible to indicate the time window during which the access 

status will change using this optional input. However, if the input is ignored, the status 

change is irreversible and can only be reversed by making a new call to the smart 

contract. 

TABLE I. Internet of Things Security Classification 
IoT Security Issues 

Issues With Low Level Security 

Jamming adversaries 

Insecure initialization 

Low-level Sybil and spoofing attacks 

Insecure physical interface 

Sleep deprivation attack 

Issues with Intermediate Security 

Replay or duplication Attacks due to fragmentation 

Insecure neighbor discovery 

Buffer reservation attack 

RPL routing attacks 

Sybil attacks on Intermediate layers 

Authentication and secure communication 

Transport level end-to-end security 

Session establishment and resumption 

Privacy violation on cloud-based IoT 

Issues with High-Level Security 

CoAP security with internet 

Insecure interfaces 

Insecure Software 

Middleware Security 
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V. CONCLUSION 

In order to improve the security of IoT in smart home installations, this paper 

presented a decentralized platform based on Blockchain and Smart Contracts. 

Because comparable systems have distinct structural and functional properties, 

IoT installations in smart homes come with a range of security and sequestration 

requirements that are difficult to achieve. By helping to fulfill some of these objectives, 

blockchain technology may be utilized in comparable circumstances to boost security 

and efficiency. Alternative plans have been proposed and mentioned. 
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